


• Cyber-bullying will not be tolerated. Students are not permitted to use technology to harass, threaten, humiliate, 

intimidate, annoy or threaten any member of the school community and breaches will be subject to normal school 

disciplinary procedures. 

• Carlingford High School reserves the right to inspect any device if a student is suspected of being engaged in 

misconduct or violating the DEC or School policies, administrative procedures, school rules or the CHS Student User 

Agreement when using the device. Violations may result in the loss of the privilege to use the device at school and/or 

disciplinary action. 

• Student devices are not covered by NSW Treasury Managed Fund. The student MUST accept FULL responsibility for the 

care and use of their own device. In particular, the school does not accept responsibility for theft or loss of the device 

or its parts and accessories. 

• In cases of malicious damage of a student's device, existing school policies and processes for damage to schools or 

another student's property apply. 

Technical Assistance or Advice 

• Carlingford High School is not obliged to provide hardware or technical support for personal devices. Basic assistance 

around connectivity to the wireless network will be provided when students make a connectivity appointment with the 

IT department in the school library. 

• Students need to make a connectivity appointment with the IT department located in the library prior to 

commencement of use of the personal learning device at school. 

• The school cannot undertake to provide technical assistance to students for hardware and software problems that may 

arise with personal devices. If a personal device were to malfunction during a lesson, the student would be required to 

continue with classwork in a conventional manner. 

• The student is responsible for ensuring that the required software and applications are installed on their device as well 

as current anti-virus software and must continue to maintain the latest service packs, updates and anti-virus controls. 

• The school's Wi-Fi network operates on the 802.11nGhz standard. Devices that do not support this standard will not be 

able to connect. 

Security 

• System security is protected through the use of passwords. Failure to adequately protect or update passwords may 

compromise security and result in unauthorised access to files. 

• Students must follow these guidelines: 

o Students should not share or reveal their passwords to another individual. 

o Students should have strong passwords and suitable privacy controls. 

o Students must log in under their own name and are not to use a computer or resource that has been logged in 

under another name. 

o Any student identified as a security risk or proven to be an irresponsible user may be denied access to the 

network. 

o Students are responsible for installing appropriate anti-virus software and ensuring such software is updated 

on a regular basis. 

o Ensure that the operating system and all software on their device are legally and appropriately licensed. 

Intellectual property and Copyright 

Students must comply with all copyright standards. Students must not plagiarise, copy, transmit or download any copyright 

material without appropriate permissions. 






